
In our ongoing series on the proposed Data Protection Bill, we have extensively 
covered the role of the rights of data subjects. This week, we turn our gaze to the data 
controller—the individual or organization that decides how and why personal data is 
processed, as we break down their responsibilities and how they impact the rights of 
data subjects.

Clear Communication and Transparency

DData controllers must provide clear and comprehensive information when collecting 
personal data. This includes detailing the purpose of data collection, the retention 
period, and any third parties with whom the data may be shared. For example, if 
personal data is collected for marketing purposes, the data controller must disclose if 
this information will be shared with external partners. Additionally, if data is 
transferred to another country, data subjects must be informed about the transfer and 
the safeguards in place.

TTimely Response to Requests

When data subjects exercise their rights to access, correct, or delete their personal 
data, data controllers are required to respond within one month. If the request is 
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complex, the timeframe may be extended by up to two additional months with 
approval from the Commision. Data controllers must inform the data subject of any 
delay within the örst month. For instance, if a customer requests the removal of their 
data from a database, the data controller must act on this request and provide 
conörmation within the stipulated timeframe.

Managing Automated Decisions

IIf data controllers use automated systems for decision-making, such as in customer 
credit evaluations or job applicant screenings, they must be transparent about the 
logic behind these decisions. Data subjects have the right to understand and 
challenge automated decisions. For example, if an algorithm is used to determine loan 
eligibility, data controllers must explain how the algorithm works and offer a way for 
individuals to dispute or review the decision.

Fee Policies

GGenerally, data controllers cannot charge data subjects for handling their requests. 
However, a reasonable fee may be charged if requests are manifestly unfounded or 
excessive. Data controllers must prove that such requests are unreasonable to justify 
any fees or refusal to act. For instance, if a data subject repeatedly makes similar 
requests, the data controller might charge a fee to cover administrative costs, 
provided the fee is reasonable and justiöed.

Handling Data from Other Sources

WWhen data is obtained from sources other than the data subject, data controllers must 
provide information about the data source, the categories of data collected, and the 
purpose of its use. This information should be communicated within one month of 
obtaining the data or at the time of the örst communication with the data subject. For 
example, if personal data is purchased from a third-party vendor, the data controller 
must notify the data subjects of this source and its intended use.

Ensuring Fair and Transparent Processing

IIn addition to initial collection information, data controllers must ensure that personal 
data processing remains fair and transparent. This includes informing data subjects of 
all the rights we have discussed in previous segments of this series. Data controllers 




